NORTON PASSWORD MANAGER

Manage passwords to help L

secure personal information 7 o

and help protect online privacy. "(
»

Strong unique passwords help prevent cybercriminals from
accessing employee personal and financial information.
Norton™ Password Manager helps provide the tools

they need to create, store, and manage their usernames,
passwords, credit card information and other private
information online—safely and securely in their own

encrypted, cloud-based vault. Provides greater insight so employees
can see their online security posture.

«  Forget managing multiple user names and
passwords by using Norton Password Manager.

Forget managing multiple user names and passwords
by using Norton Password Manager.

+  All passwords secured in an encrypted vault.

+  Weak passwords present an open door to
personal accounts and information. Norton

At a glance, employees can see which passwords, logins or other
Password Manager can help.

sensitive information are vulnerable or have been exposed. Norton
Password Manager gives them the tools to help take action and secure +  Remembers and automatically enters
their accounts and personal information. usernames and passwords in a secure vault.

«  Norton Password Manager with Password

« Automatically prompts employees to create complex passwords to Generator: the solution to weak passwords.

help protect their online accounts.

+ Enables employees to sync logins and fill in forms with one click
across their devices.*

+ Allows employees to quickly determine if their passwords are weak
and automatically prompts them to update them on many of the most
popular sites.




Norton Password Manager - Secure, Smart & Simple

It’s Secure

+ Secures logins and more in your private, online vault.
Creates complex passwords when you need them.

«  Password Manager helps you create complex passwords
and stores them along with your credit card information and
other private information in your own personal, encrypted
online vault to help you transact more safely online

+ No longer have to remember multiple user names or
passwords.

+ Control exactly when login filling is done with User-
confirmed Login Filling, to avoid risks of automatically giving
your private information to websites.

+ Automatically change or create more complex and secure
passwords

«  Seeinformation about site safety when using the safe
browser included in your mobile app™ *

+ On-Device Encryption helps ensure your information
is secured before it leaves your device using your vault
password. Your vault password is the only key able to unlock
your vault data and Password Manager never sends this key
anywhere nor stores it where it could be extracted.

+Access to your vault can be further secured by using optional
2-Factor Authentication when signing in to your Norton
account and Mobile Biometric Support” features like
Android™ Fingerprint Authentication and iOS Touch I1D®/
Face ID®.

Its Secure Features:

+ Automatic Password Changer

+  Mobile Vault Password Reset”

« Import/Export Password Data

+ Private Online Vault (previously named: Digital Wallet)

+  Mobile Biometric Support” - Supports Android™ Fingerprint
Authentication and iOS Touch ID®/Face ID®!

System Requirements

It’s Smart

+ Use Safety Dashboard to help spot weaknesses in your
logins. With one click create new, hard-to-break passwords
with Password Generator. Easily update and strengthen your
passwords on popular websites with the Automatic Password
Changer’s Autochange feature.

+ Ataglance, you can see which passwords may be at risk and
can use the Safety Dashboard tools to help strengthen your
account logins and secure your personal information. Weak
and duplicate passwords don’t stand a chance. The Safety
Dashboard feature rates the passwords stored in your vault as
strong or weak and assists you in updating those which are
weak.

Its Smart Features:

+ Safety Dashboard

»  Password Generator

+ Automatic Password Changer

It’s Simple
«  Yourvault automatically keeps logins sync'd across all your
devices* A

+ Access your vault quickly with iOS Touch ID®/Face ID® or
Android™ Fingerprint Authentication on your mobile devices.

» Norton Password Manager makes it easy to fill in forms with one
click, sync logins and other information across your devices* *.

« Neverfill in the same forms twice. With one-click, auto-fill your
information when accessing your most popular sites.

+  Keep passwords synchronized across your computers, mobile
devices, and browsers* *

Its Simple Features:
« Syncs across platforms and devices* #
+  Cross platform support

Internet Connection: You must have an active Internet connection to access Norton Password Manager

Windows Operating Systems Mac Operating Systems Android Operating Systems
Microsoft Windows® 10, Windows 8.1, Browsers: (32-bit and 64-bit versions of all Current and previous two versions of MacOS® Browsers: Android OS 5 or later

listed browsers are supported) » ‘ . . Google C»hrome - Supports the current and previous ver.swon i0S Operating Systems

+ Google Chrome - Supports the current and previously-released major versions «+ Mozilla Firefox - Supports the current and previous version

« Microsoft Edge - Supports the current and previously-released major versions + Safari 11 and later

« Mozilla Firefox - Supports the current and previously-released major versions

Norton™ Password Manager is a free product.

Use of Norton™ Password Manager is subject to acceptance of the Customer Agreement included
with Norton Password Manager and available for review at https://www.nortonlifelock.com/
about/legal/repository.

1-Fingerprint Authentication / Touch ID or Face ID required.
*Requires your device to have an Internet/data plan and be turned on
AMobile app must be downloaded separately.

Norton™ Password Manager is compatible with PCs, Macs, Androids, iPads, and iPhones.
Not all features are available on all platforms.

«iPhones or iPads running the current and previous two
versions of Apple i0S
« AutoFill Passwords Supported on i0S 12 and above
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